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Abstract

This document specifies a protocol that facilitates the management of groups of client applications by a session man-
ager. The session manager can cause clientsto save their state, to shut down, and to be restarted into apreviously saved
state. This protocol islayered on top of the X.Org ICE protocol.
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LIMITED TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND NONINFRINGEMENT.
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Chapter 2. Definitions and Goals

The purpose of the X Session Management Protocol (XSMP) isto provide a uniform mechanism for users
to save and restore their sessions. A session is a group of clients, each of which has a particular state.
The session is controlled by a network service called the session manager. The session manager issues
commands to its clients on behalf of the user. These commands may cause clients to save their state or
to terminate. It is expected that the client will save its state in such a way that the client can be restarted
at alater time and resume its operation as if it had never been terminated. A client's state might include
information about the file currently being edited, the current position of theinsertion point within thefile,
or the start of an uncommitted transaction. The means by which clients are restarted is unspecified by
this protocol.

For purposes of this protocol, a client of the session manager is defined as a connection to the session
manager. A client istypically, though not necessarily, aprocess running an application program connected
to an X Window System display. However, a client may be connected to more than one X display or not
be connected to any X displaysat all.

Thisprotocol islayered ontop of the X Consortium's | CE protocol and relies on the | CE protocol to handle
connection management and authentication.




Chapter 3. Overview of the Protocol

Clients use XSMP to register themsel ves with the session manager (SM). When aclient starts up, it should
connect to the SM. The client should remain connected for as long as it runs. A client may resign from
the session by issuing the proper protocol messages before disconnecting. Termination of the connection

without notice will be taken as an indication that the client died unexpectedly.

Clients are expected to save their state in such away as to allow multiple instantiations of themselves to
be managed independently. A unique value called aclient-ID is provided by the protocol for the purpose
of disambiguating multiple instantiations of clients. Clients may use this ID, for example, as part of a
filename in which to store the state for a particular instantiation. The client-I1D should be saved as part of
the command used to restart this client (the RestartCommand) so that the client will retain the same ID
after it isrestarted. Certain small pieces of state might also be stored in the RestartCommand. For exampl e,
an X11 client might place a'-twoWindow' option in its RestartCommand to indicate that it should start

up in two window mode when it is restarted.

The client finds the network address of the SM in a system-dependent way. On POSIX systems an envi-
ronment variable called SESSI ON_ MANACGER will contain alist of network IDs. Each id will contain the
transport name followed by a slash and the (transport-specific) address. A TCP/IP address would ook

like this:

t cp/ host nane: por t nunber

where the hostname is a fully qualified domain name. A Unix Domain address |ooks like this:
| ocal / host nane: pat h

A DECnet address would look like this:

decnet/ nodenane: : obj nane

If multiple network 1Ds are specified, they should be separated by commas.

Rationale

There was much discussion over whether the XSMP protocol should use X as the transport pro-
tocol or whether it should use its own independent transport. It was decided that it would use an
independent protocol for several reasons. First, the Session Manager should be able to manage
programs that do not maintain an X connection. Second, the X protocol is not appropriate to use

as a general-purpose transport protocol. Third, a session might span multiple displays.

The protocoal is connection based, because there is no other way for the SM to determinereliably

when clients terminate.

It should be noted that this protocol introduces another single point of failure into the system.
Although it is possible for clients to continue running after the SM has exited, this will probably
not be the case in normal practice. Normally the program that starts the SM will consider the

session to be terminated when the SM exits (either normally or abnormally).

To get around this would require some sort of rendezvous server that would also introduce a
single point of failure. In the absence of a generaly available rendezvous server, XSMP is kept

simplein the hopes of making ssimple reliable SMs.

Some clients may wish to manage the programs they start. For example, amail program could start a text
editor for editing the text of a mail message. A client that does this is a session manager itself; it should




Overview of the Protocol

supply the clients it starts with the appropriate connection information (i.e., the SESSI ON_ MANAGER
environment variable) that specifies a connection to itself instead of to the top level session manager.

Each client has associated with it alist of properties. A property set by oneclient isnot visible to any other
client. These properties are used for the client to inform the SM of the client's current state. When a client
initially connects to the SM, there are no properties set.




Chapter 4. Data Types

XSMP messages contain several types of data. Both the SM and the client always send messages in their
native byte order. Thus, both sides may need to byte-swap the messages received. The need to do byte-
swapping is determined at run-time by the ICE protocal.

If aninvalid valueis specified for afield of any of the enumerated types, a BadVa ue error message must
be sent by the receiver of the message to the sender of the message.

Type Name Description

BOOL Fal se or True
INTERACT_STYLE None Errors or Any
DIALOG TYPE Er r or or Nor nal

SAVE TYPE d obal Local orBoth
CARDS8 aone-byte unsigned integer
CARD16 atwo-byte unsigned integer
CARD32 afour-byte unsigned integer
ARRAYS8 a sequence of CARD8s
LISTofARRAY8 a sequence of ARRAY 8s
PROPERTY aproperty name (an ARRAY 8), atype name, and a value of that type

LISTofPROPERTY

acounted collection of PROPERTY s.




Chapter 5. Protocol Setup and
Message Format

To start the XSMP protocol, the client sends the server an ICE Pr ot ocol Set up message. All XSMP
messages are in the standard | CE message format. The message's major opcode is assigned to XSMP by
ICE at run-time. The different parties (client and SM) may be assigned different major opcodesfor XSMP.
Once assigned, all XSMP messages issued by this party will use the same major opcode. The message's
minor opcode specifies which protocol message this message contains.




Chapter 6. Client Identification String

A client ID is a string of XPCS characters encoded in ISO Latin 1 (ISO 8859-1). No null characters are
alowed in this string. The client ID string is used in the Regi st er Cl i ent and Regi sterd i en-

t Repl y messages.

Client IDs consist of the piecesdescribed below. The D isformed by concatenating the piecesin sequence,
without separator characters. All pieces are padded on the left with '0' characters so asto fill the specified
length. Decimal numbers are encoded using the characters '0' through '9', and hexadecimal numbers using
the characters '0' through '9' and 'A' through 'F'.

* Version. Thisis currently the character '1'.

» Address type and address. The address type will be one of

'l' a4-bytelPv4 address encoded as 8 hexadecimal digits
'2'  ab6-byte DECNET address encoded as 12 hexadecimal digits
'6' al6-byte|Pv6 address encoded as 32 hexadecimal digits

The addressisthe one of the network addresses of the machine where the session manager (not the client)
isrunning. For example, the IP address 198.112.45.11 would be encoded as the string "QC6702D0B".

» Time stamp. A 13-digit decimal number specifying the number of milliseconds since 00:00:00 UTC,
January 1, 1970.

» Process-ID type and process-ID. The process-1D type will be one of

'1' aPOSIX process-1D encoded as a 10-digit decimal number.
The process-ID is the process-ID of the session manager, not of aclient.

» Sequence number. Thisisafour-digit decimal number. Itisincremented every timethe session manager
creates an |D. After reaching "Q9999" it wraps to "Q0000".

Rationale

Once aclient ID has been assigned to the client, the client keeps this ID indefinitely. If the
client isterminated and restarted, it will be reassigned the same ID. It is desirable to be able to
pass client IDs around from machine to machine, from user to user, and from session manager
to session manager, whileretaining theidentity of theclient. This, combined with theindefinite
persistence of client IDs, means that client IDs need to be globally unique. The construction
specified above will ensure that any client ID created by any user, session manager, and ma-
chine will be different from any other.




Chapter 7. Protocol

The protocol consists of a sequence of messages as described bel ow. Each message typeis specified by an
ICE minor opcode. A given message type is sent either from a client to the session manager or from the
session manager to a client; the appropriate direction is listed with each message's description. For each
message type, the set of valid responses and possible error messages are listed. The |CE severity is given
in parentheses following each error class.

RegisterClient [Client # SM
previous-1D: ARRAY8
Val i d Responses: RegisterCientReply

Possi bl e Errors: BadVal ue (CanConti nue)

The client must send this message to the SM to register the client's existence. If aclient is being restarted
from a previous session, the pr evi ous- | D field must contain the client ID from the previous session.
For new clients, pr evi ous- | D should be of zero length.

If previ ous- | Disnot valid, the SM will send aBadVaue error message to the client. At this point the
SM reverts to the register state and waits for another Regi st er Cl i ent The client should then send a
Regi st er i ent withanull pr evi ous- | Dfield.

RegisterClientReply [Client # SM

client-1 D ARRAY8

Thecl i ent - | D specifies a unique identification for this client. If the client had specified an ID in the
previ ous- | Dfield of the Regi st er Cl i ent message, cl i ent - 1 D will be identical to the previ-
oudly specified ID. If previ ous- 1 Dwasnull, cl i ent - | Dwill be aunique ID freshly generated by
the SM. Thecl i ent - | Dformat is specified in section 6.

If theclient didn't supply apr evi ous- | Dfieldtothe Regi st er Cl i ent message, the SM must send
aSaveYour sel f message with type = Local, shutdown = False, interact-style = None, and fast = False
immediately after theRegi st er O i ent Repl y Theclient should respond to thislike any other Save-
Your sel f message.

SaveYourself [Cient # SM

type: SAVE TYPE

shut down: BOOL

interact-style: | NTERACT _STYLE
fast: BOOL

Val i d Responses:
Set Properties
Del et eProperties
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Get Properties

SaveYour sel f Done

SaveYour sel f Phase2Request
I nt er act Request

The SM sends this message to aclient to ask it to save its state. The client writes a statefile, if necessary,
and, if necessary, uses Set Pr operti es toinform the SM of how to restart it and how to discard the
saved state. During this processit can, if allowed by i nt er act - st yl e, request permission to interact
with the user by sending an | nt er act Request message. After the state has been saved, or if it cannot
be successfully saved, and the properties are appropriately set, the client sendsa SaveYour sel f Done
message. If the client wantsto save additional information after all the other clients havefinished changing
their own state, the client should send SaveYour sel f Phase2Request instead of SaveYour sel f -

Done The client must then freeze interaction with the user and wait until it receives a SaveConpl et e
Di e or aShut downCancel | ed message.

Ifi nteract-styl e isNone the client must not interact with the user while saving state. If the i n-
teract-styl eisErrors theclient may interact with the user only if an error condition arises. If i n-
t er act - st yl e isAny thentheclient may interact with the user for any purpose. Thisisdone by sending
anl nt eract Request message. The SM will send an | nt er act message to each client that sent an
I nt er act Request Theclient must postponeall interaction until it getsthel nt er act message. When
the client is done interacting it should send the SM an | nt er act Done message. The |l nt er act Re-
guest message can be sent any time after aSaveYour sel f and beforeaSaveYour sel f Done

Unusual circumstances may dictate multipleinteractions. The client may initiateasmany | nt er act Re-
guest -1 nteract -1 nteract Done sequences asit needs before it sends SaveYour sel f Done

When aclient receives SaveYour sel f and hasnot yet responded SaveYour sel f Done to aprevious
SaveYour sel f it must send a SaveYour sel f Done and may then begin responding as appropriate
to the newly received SaveYour sel f

The t ype field specifies the type of information that should be saved: G obal Local or Bot h The
Local type indicates that the application must update the properties to reflect its current state, send a
SaveYour sel f Done and continue. Specifically it should save enough information to restore the state
as seen by the user of this client. It should not affect the state as seen by other users. The G obal type
indicates that the user wants the client to commit all of its data to permanent, globally-accessible storage.
Bot h indicates that the client should do both of these. If Bot h is specified, the client should first commit
the data to permanent storage before updating its SM properties.

Examples

If aword processor wassent aSaveYour sel f withatypeof Local it could createatemporary
file that included the current contents of the file, the location of the cursor, and other aspects of
the current editing session. It would then update its Rest ar t Command property with enough
information to find the temporary file, and its Di scar dCommand with enough information to
removeit.

If aword processor was sent a SaveYour sel f with atype of G obal it would simply save
the currently edited file.

If a word processor was sent a SaveYour sel f with atype of Bot h it would first save the
currently edited file. It would then create a temporary file with information such as the current
position of the cursor and what file is being edited. It would then updateits Rest ar t Command
property with enough information to find the temporary file, and its Di scar dConmand with
enough information to removeit.
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Oncethe SM hassend SaveYour sel f toaclient, it can't send another SaveYour sel f tothat
client until the client either responds with a SaveYour sel f Done or the SM sends a Shut -
downCancel | ed

Adviceto Implementors

If the client stores local any state in afile or similar "external" storage, it must create a distinct
copy inresponseto each SaveYour sel f message. It must not simply refer to a previous copy,
because the SM may discard that previoussaved stateusingaDi scar dCommand without know-
ing that it is needed for the new checkpoint.

The shut down field specifies whether the system is being shut down.

Rationale
Theinteraction may be different depending on whether or not shutdown is set.

The client must save and then must prevent interaction until it receives a SaveConpl ete Di e or a
Shut downCancel | ed because anything the user does after the save will be lost.

Thef ast field specifieswhether or not the client should saveits state as quickly as possible. For example,
if the SM knows that power is about to fail, it should set thef ast fieldto Tr ue.

SaveYour sel f Phase2 [Client # SM

Val i d Responses:
Set Properties
Del et eProperti es
Get Properties
SaveYour sel f Done
I nt er act Request

The SM sends this message to a client that has previously sent a SaveYour sel f Phase2Request
message. This message informs the client that all other clients arein afixed state and this client can save
state that is associated with other clients.

Rationale

Clients that manager other clients (window managers, workspace managers, etc) need to know
when al clients they are managing are idle, so that the manager can save state related to each of
the clients without being concerned with that state changing.

The client writes a state file, if necessary, and, if necessary, uses Set Pr operti es toinform the SM of
how to restart it and how to discard the saved state. During this processit can request permission to interact
with the user by sending an | nt er act Request message. This should only be done if an error occurs
that requires user interaction to resolve. After the state has been saved, or if it cannot be successfully saved,
and the properties are appropriately set, the client sendsa SaveYour sel f Done message.

SaveYour sel f Request [Client # SM

type: SAVE _TYPE
shut down: BOOL

10
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i nteract-style: | NTERACT_STYLE
fast: BOCL

gl obal : BOOL

Val i d Responses: SaveYoursel f

An application sends this to the SM to request a checkpoint. When the SM receives this request it may
generateaSaveYour sel f message in response and it may leave the fields intact.

Example

A vendor of aUPS (Uninterruptible Power Supply) might includean SM client that would monitor
the status of the UPS and generate a fast shutdown if the power is about to be lost.

If gl obal issettoTr ue thentheresulting SaveYour sel f should be sent to all applications. If gl ob-
al isset to Fal se then the resulting SaveYour sel f should be sent to the application that sent the
SaveYour sel f Request

I nteract Request [Client # SM
di al og-type: DI ALOG TYPE
Val id Responses: Interact ShutdownCancell ed

Possi bl e Errors: BadState (CanConti nue)

During a checkpoint or session-save operation, only one client at a time might be granted the privilege
of interacting with the user. The | nt er act Request message causes the SM to emit an | nt er act
message at some later time if the shutdown is not cancelled by another client first.

Thedi al og-t ype field specifieseither Er r or s indicating that the client wants to start an error dialog
or Nor mal meaning the client wishesto start anon-error dialog.

Interact [Cient # SM

Val i d Responses: |nteractDone

This message grantsthe client the privilege of interacting with the user. When the client isdone interacting
with the user it must send an | nt er act Done message to the SM unless a shutdown cancel is received.

Adviceto Implementors

If aclient receivesa ShutdownCancelled after receivingan | nt er act message, but before send-
ingal nt er act Done theclient should abort the interaction and send aSaveYour sel f Done

InteractDone [Client # SM

cancel - shut down: BOCL

11
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Val i d Responses: ShutdownCancel |l ed

This message is used by aclient to notify the SM that it is done interacting.

Setting the cancel - shut down field to Tr ue indicates that the user has requested that the entire shut-
down becancelled. Cancel - shut down may only be Tr ue if the corresponding SaveYour sel f mes-
sage specified Tr ue for the shutdown field and Any or Er r or s for thei nt er act - st yl e field. Oth-
erwise, cancel - shut down must be Fal se.

SaveYoursel fDone [Client # SM
success: BOOL
Val i d Responses:
SaveConpl et e
D e
Shut downCancel | ed

Thismessage is sent by aclient to indicate that all of the properties representing its state have been updat-
ed. After sending SaveYour sel f Done the client must wait for a SaveConpl et e Shut downCan-
cel | ed or Di e message before changing its state. If the SaveYour sel f operation was successful,
then the client should set the success field to Tr ue otherwise the client should set it to Fal se.

Example

If aclient triesto saveits state and runsout of disk space, it shouldreturn Fal se inthesuccess
field of the SaveYour sel f Done message.

SaveYour sel f Phase2Request [Client # SM

Val i d Responses:
Shut downCancel | ed
SaveYour sel f Phase2

This message is sent by a client to indicate that it needs to be informed when al the other clients are
quiescent, so it can continue its state.

Die [Cient # SM

Val i d Responses: ConnectionC osed

When the SM wants aclient to die it sends a Di e message. Before the client dies it responds by sending
aConnect i onCl osed message and may then close its connection to the SM at any time.

SaveCompl ete [Client # SM

12
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Val i d Responses:

When the SM is done with a checkpoint, it will send each of the clientsa SaveConpl et e message. The
client isthen free to change its state.

Shut downCancel led [Cient # SM

The shutdown currently in process has been aborted. The client can now continue as if the shutdown had
never happened. If the client has not sent SaveYour sel f Done yet, the client can either abort the save
and send SaveYour sel f Done with the successfield set to Fal se or it can continue with the save and
send aSaveYour sel f Done with the success field set to reflect the outcome of the save.

ConnectionClosed [Client # SM

reason: LI STof ARRAYS

Specifies that the client has decided to terminate. It should be immediately followed by closing the con-
nection.

The r eason field specifies why the client is resigning from the session. It is encoded as an array of
Compound Text strings. If the resignation is expected by the user, there will typically be zero ARRAY 8s
here. But if the client encountered an unexpected fatal error, the error message (which might otherwise be
printed on stderr on a POSIX system) should be forwarded to the SM here, one ARRAY 8 per line of the
message. It is the responsibility of the SM to display this reason to the user.

After sending this message, the client must not send any additional X SMP messages to the SM.
Adviceto Implementors

If additional messages are received, they should be discarded.
Rationale
The reason for sending the Connect i onCl osed message before actually closing the connec-

tionsis that some transport protocols will not provide immediate notification of connection clo-
sure.

Set Properties [Client # SM

properties: LI STof PROPERTY

Sets the specified pr operti es to the specified values. Existing properties not specified in the Set -
Pr operti es message are unaffected. Some properties have predefined semantics. See section 11, “Pre-
defined Properties.”

The protocol specification recommendsthat property names used for properties not defined by the standard
should begin with an underscore. To prevent conflicts among organizations, additional prefixes should be
chosen (for example, KPC_FAST_SAVE_OPTION). The organizational prefixes should be registered

13
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with the X Registry. The XSMP reserves all property names not beginning with an underscore for future
use.

Del eteProperties [Client # SM

property-nanes: LI STof ARRAY8

Removes the named properties.

Get Properties [Client # SM

Val i d Responses: GetPropertiesReply

Requests that the SM respond with the values of all the properties for this client.

Get PropertiesReply [Cient # SM

val ues: LI STof PROPERTY

This messageissent inreply to aGet Pr oper t i es message and includestheval ues of al the prop-
erties.

14



Chapter 8. Errors

When the receiver of a message detects an error condition, the receiver sends an | CE error message to the

sender. There are only two types of errors that are used by the XSMP: BadV alue and BadState These are
both defined in the ICE protocol.

Any message received out-of -sequence will generate a BadState error message.

15



Chapter 9. State Diagrams

These state diagrams are designed to cover all actions of both the client and the SM.

Client State Diagram

Start:
I CE protocol setup complete _ register

register:
send RegisterClient _, collect-id

collect-id:
receive RegisterClientReply _ idle

shutdown-cancel led:
send SaveYourselfDone _ idle

idle: [Undoes any freeze of interaction with user.]
receive Die _ die
receive SaveYourself _ freeze-interaction
send GetProperties _ idle
receive GetPropertiesReply _ idle
send SetProperties _ idle
send DeleteProperties _ idle
send ConnectionClosed _ connection-closed
send SaveYourselfRequest _ idle

die:
send ConnectionClosed _, connection-closed

freeze-interaction:
freeze interaction with user _, save-yourself

save-yourself:
receive ShutdownCancelled _ shutdown-cancelled
send SetProperties _, save-yourself
send DeleteProperties _ save-yourself
send GetProperties _, save-yourself
receive GetPropertiesReply _ save-yourself
send InteractRequest _ interact-request
send SaveYourselfPhase2Request _, waiting-for-phase2

save-yourself:
if shutdown mode:

16
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send SaveYourselfDone _ save-yourself-done
otherwise:
send SaveYourselfDone _ idle

waiting-for-phase2:
receive ShutdownCancelled _, shutdown-cancelled
receive SaveYourselfPhase2 _ phase2

phase2:
receive ShutdownCancelled _ shutdown-cancelled
send SetProperties _ save-yourself
send DeleteProperties _, save-yourself
send GetProperties _ save-yourself
receive GetPropertiesReply _ save-yourself
send InteractRequest _ interact-request (errors only)
if shutdown mode;
send SaveYourselfDone _ save-yourself-done
otherwise:
send SaveYourselfDone _ idle

interact-request:
receive Interact _ interact
receive ShutdownCancelled _ shutdown-cancelled

interact:
send InteractDone _, save-yourself
receive ShutdownCancelled _ shutdown-cancelled

save-yourself-done: (changing state is forbidden)
receive SaveComplete _ idle
receive Die _ die
receive ShutdownCancelled _ idle

connection-closed:
client stops participating in session

Session Manager State Diagram

Start:
receive Protocol Setup _, protocol-setup

protocol-setup:
send Protocol SetupReply _ register

register:

17
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receive RegisterClient _ acknowledge-register

acknowledge-register:
send RegisterClientReply _ idle

idle:
receive SetProperties _ idle
receive DeleteProperties _ idle
receive ConnectionClosed _, start
receive GetProperties _ get-properties
receive SaveYourselfRequest _ save-yourself
send SaveYourself _ saving-yourself

save-yourself:
send SaveYourself _ saving-yourself

get-properties:
send GetPropertiesReply _ idle

saving-get-properties:
send GetPropertiesReply _ saving-yourself

saving-yourself:
receive InteractRequest _ saving-yourself
send Interact _ saving-yourself
send ShutdownCancelled _ idle
receive InteractDone _, saving-yourself
receive SetProperties _ saving-yourself
receive DeleteProperties _ saving-yourself
receive GetProperties _ saving-get-properties
receive SaveYourselfPhase2Request _ start-phase2
receive SaveYourselfDone _ save-yourself-done

start-phase2:
If al clients have sent either SaveY ourselfPhase?2Request or SaveY ourselfDone:
send SaveYourselfPhase2 _ phase2
else
_, saving-yourself

phase2:
receive InteractRequest _, saving-yourself
send Interact _ saving-yourself
send ShutdownCancelled _ idle
receive InteractDone _, saving-yourself
receive SetProperties _ saving-yourself
receive DeleteProperties _ saving-yourself
receive GetProperties _ saving-get-properties

18
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receive SaveYourselfDone _ save-yourself-done

save-yourself-done;
If al clients are saved:
If shutting down:
send Die _, die
otherwise
send SaveComplete _ idle

If some clients are not saved:

_, saving-yourself

die:
SM stops accepting connections

19



Chapter 10. Protocol Encoding
Types

BOOL

0 Fase

1 True

INTERACT_STYLE

0 None

1 Errors

2 Any

DIALOG_TYPE

0 Error

1 Normal

SAVE_TYPE

0 Globa

1 Loca

2 Both

ARRAY8

4 CARD32 length

n Listof CARDS, the array p=pad(4+n,8)

2 Both

LISTofARRAYS8

4 CARD32 count

4 unused

a ARRAYS8 first array

b ARRAYS8 second array

o} ARRAYS8 last array

PROPERTY

a ARRAYS8 name

b ARRAYS8 type (XPCS encoded in Latin-1, case sensi-
tive)

c LISTofARRAYS8 values

LISTofPROPERTY

4 CARD32 count

4 unused

a PROPERTY first property

20



Protocol Encoding

LISTofPROPERTY
b PROPERTY second property

q PROPERTY last property

Messages

XSMPisasub-protocol of ICE. The major opcode is assigned at run-time by | CE and is represented here
by '?".

To start the XSMP protocol, the client sends the server an ICE Pr ot ocol Set up message. The proto-
col-name field should be specified as "XSMP", the mgjor version of the protocol is 1, the minor versionis
0. These values may change if the protocol is revised. The minor version number will be incremented if
the change is compatible, otherwise the major version number will be incremented.

In Pr ot ocol Repl y message sent by the session manager, the XSMP protocol defines the vendor pa-
rameter as product identification of the session manager, and defines the rel ease parameter as the software
release identification of the session manager. The session manager should supply this information in the
ICE Pr ot ocol Repl y message.

Regi sterd i ent

1 ? XSMP

1 1 opcode

2 unused

4 a8 length of remaining datain 8-byte units
a ARRAYS8 previous-1D

Regi sterd i ent Reply

1 ? XSMP

1 2 opcode

2 unused

4 a8 length of remaining datain 8-byte units
a ARRAYS8 client-ID

SaveYour sel f

1 ? XSMP

1 3 opcode

2 unused

4 1 length of remaining data in 8-byte units
1 SAVE TYPE type

1 BOOL shutdown

1 INTERACT _STYLE interact-style

1 BOOL fast

4 unused
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SaveYour sel f Request
?

4

1

SAVE_TYPE

BOOL
INTERACT_STYLE
BOOL

W R R P P DN PR

I nt er act Request

?

5
DIALOG_TYPE

I N

0

I nt eract

1 ?

1 6

2

4 0

I nt er act Done
1 ?

1 7

1 BOOL
1

I nt er act Done
?

7
BOOL

N Y

0

SaveYour sel f Done
?

8

BOOL

PO SP P PP

XSMP

opcode

unused

length of remainning datain 8-byte units
type

shutdown

interact-style

fast

unused

XSMP

opcode

dialog type

unused

length of remaining data in 8-byte units

XSMP
opcode
unused
length of remaining datain 8-byte units

XSMP
opcode
cancel-shutdown
unused

XSMP

opcode

cancel-shutdown

unused

length of remaining data in 8-byte units

XSMP
opcode
success
unused
length of remaining datain 8-byte units

XSMP
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Di e

1 9
1

4 0

Shut downCancel | ed
1 ?

1 10
2
4 0
Connecti ond osed
?
1 11
2
4 al8
a LISTofARRAYS8
Set Properties
?
1 12
2
4 al8
a LISTofPROPERTY
Del et eProperties
1 ?
1 13
2
4 al8
a LISTofPROPERTY
Get Properties
1 ?
1 14
2
4 0
CGet PropertiesReply
1 ?
1 15
2
4 a8
a LISTof PROPERTY

SaveYour sel f Phase2Request

1 ?

opcode
unused
length of remaining data in 8-byte units

XSMP
opcode
unused
length of remaining datain 8-byte units

XSMP

opcode

unused

length of remaining datain 8-byte units
reason

XSMP

opcode

unused

length of remaining datain 8-byte units
properties

XSMP

opcode

unused

length of remaining datain 8-byte units
properties

XSMP
opcode
unused
length of remaining data in 8-byte units

XSMP

opcode

unused

length of remaining data in 8-byte units
properties

XSMP
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SaveYour sel f Phase2Request

1 16 opcode

2 unused

4 0 length of remaining datain 8-byte units
SaveYour sel f Phase2

1 ? XSMP

1 17 opcode

2 unused

4 0 length of remaining datain 8-byte units
SaveConpl et e

1 ? XSMP

1 18 opcode

2 unused

4 0 length of remaining datain 8-byte units
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Chapter 11. Predefined Properties

All property values are stored in a LISTOfARRAY8. If the type of the property is CARDS, the value
is stored as a LISTofARRAY 8 with one ARRAY 8 that is one byte long. That single byte contains the
CARDS. If thetype of the property iSARRAY 8, thevalueis stored in the first element of asingle element

LISTofARRAYS.

The required properties must be set each time a client connects with the SM. The properties must be set
after the client sendsRegi st er O i ent and beforethe client sends SaveYour sel f Done Otherwise,
the behavior of the session manager is not defined.

Clients may set, get, and delete nonstandard properties. The lifetime of stored properties does not extend

into subsequent sessions.

Name Type Posix Type Required?
CloneCommand OS-specific LISTofARRAY8 Yes
CurrentDirectory OS-specific ARRAYS8 No
DiscardCommand OS-specific LISTofARRAY8 No*
Environment OS-specific LISTofARRAY8 No
ProcessID OS-specific ARRAYS No
Program OS-specific ARRAYS8 Yes
RestartCommand OS-specific LISTofARRAY8 Yes
ResignCommand OS-gpecific LISTofARRAYS8 No
RestartStyleHint CARDS8 CARDS8 No
ShutdownCommand OS-specific LISTofARRAY8 No
UserlD ARRAYS ARRAYS Yes

* Required if any state is stored in an external repository (e.g., statefile).

CloneCommand

CurrentDirectory

DiscardCommand

Environment

ProcessID

Program

Thisislikethe Rest ar t Command except it restarts acopy of the application.
The only differenceis that the application doesn't supply itsclient id at register
time. On POSIX systems the type should be a LISToOfARRAY 8.

On POSI X -based systems specifies the value of the current directory that needs
to be set up prior to starting the program and should be of type ARRAY 8.

The discard command contains acommand that when delivered to the host that
theclient isrunning on (determined from the connection), will causeit to discard
any information about the current state. If thiscommand isnot specified, the SM
will assume that all of the client's state is encoded in the Rest ar t Command
On POSIX systems the type should be LISTofARRAY 8.

On POSIX based systems, this will be of type LISToOfARRAY 8 where the
ARRAY 8salternate between environment variable name and environment vari-
able value.

This specifies an OS-specific identifier for the process. On POSIX systemsthis
should of type ARRAY 8 and contain the return value of getpid() turned into a
Latin-1 (decimal) string.

The name of the program that isrunning. On POSI X systems this should be the
first parameter passed to execve and should be of type ARRAY 8.
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RestartCommand

ResignCommand

RestartStyleHint

The restart command contains a command that when delivered to the host that
the client is running on (determined from the connection), will cause the client
to restart in its current state. On POSIX-based systems this is of type LISTo-
fARRAY 8 and each of the elements in the array represents an element in the
argv array. Thisrestart command should ensure that the client restarts with the
specified client-ID.

A client that setsthe Rest art St yl eHi nt to Rest art Anyway uses this
property to specify acommand that undoes the effect of the client and removes
any saved state.

Example

A user runs xmodmap. xmodmap registers with the SM, sets
Rest art Styl eHi nt toRest art Anyway and then terminates. In
order to alow the SM (at the user's request) to undo this, xmodmap
would register a Resi gnConmand that undoes the effects of the
xmodmap.

If the RestartStyleHint property is present, it will contain the style of restarting
theclient prefers. If thisflagisn't specified, Rest ar t | f Runni ng isassumed.
The possible values are as follows:

Name Value
RestartIfRunning 0
RestartAnyway 1
Restartimmediately 2
RestartNever 3

The Rest art | f Runni ng styleis used in the usual case. The client should
be restarted in the next session if it is connected to the session manager at the
end of the current session.

The Rest art Anyway styleisused to tell the SM that the application should
be restarted in the next session even if it exits before the current session is ter-
minated. It should be noted that thisis only a hint and the SM will follow the
policies specified by its users in determining what applications to restart.

Rationale

This can be specified by a client which supports (as MS-Windows
clients do) ameansfor the user to indicate while exiting that restarting
isdesired. It can also be used for clients that spawn other clients and
then go away, but which want to be restarted.

A client that uses Rest art Anyway should also set the Resi gnConmand
and Shut downCommrand properties to commands that undo the state of the
client after it exits.

TheRest art | nmedi at el y styleislikeRest ar t Anyway but in addition,
the client is meant to run continuously. If the client exits, the SM should try to
restart it in the current session.
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ShutdownCommand

UserlD

Adviceto Implementors

It would bewiseto sanity-check thefrequency whichwhich Rest ar -
t I mredi at el y clients are restarted, to avoid a sick client being
restarted continuously.

TheRest art Never stylespecifiesthat the client doesnot wish to berestarted
in the next session.

Adviceto Implementors

Thisshould beusedrarely, if at al. It will causetheclient to besilently
left out of sessions when they are restarted and will probably be con-
fusing to users.

This command is executed at shutdown time to clean up after a client that is
no longer running but retained its state by setting Rest art St yl eHi nt to
Rest ar t Anyway The command must not remove any saved state asthe client
isstill part of the session.

Example

A client is run at start up time that turns on a camera. This client
then exits. At session shutdown, the user wants the camera turned off.
This client would set the Rest art St yl eHi nt to Rest art Any-
way and would register a Shut downCommrand that would turn off
the camera.

Specifiesthe user'sID. On POSI X -based systemsthiswill contain the the user's
name (the pw_nane field of struct passwd).
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